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Figure 1. Polymorphed Apache-Knacker ex-
ploit. Unshaded content represents wild-
card bytes; lightly shaded content represents
code bytes; heavily shaded content repre-

sents invariant bytes.
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Figure 2. BIND TSIG vulnerability, as ex-
ploited by the Lion worm. Shading as for
Apache vulnerability.
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(a) Apache-Knacker exploit



